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1
Decision/action requested

This is a pCR to TR 32.899 introducing the Network Capability Exposure topic.
2
References

[1]
3GPP T3 32.899 Charging aspects of 5G system architecture phase 1 skeleton.   

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2". 
3
Rationale

This pCR proposes to introduce the topic "Network Capability Exposure" in TR 32.899 Study on Charging Aspects of 5G System Architecture Phase 1. 
4
Detailed proposal

Propose to incorporate the following change into the skeleton for TR 32.899[1].   
	First change


3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AMF
Access and Mobility Management Function
AF
Application Function
AN
Access Network
DN
Data Network

DNN 
Data Network Name
NEF
Network Exposure Function
NRF
NF Repository Function
PCF
Policy Control Function
PDU
Protocol Data Unit
SM
Session Management
SMF
Session Management Function
SSC
Service and Session Continuity
UDM
Unified Data Management

UPF
User Plane Function
	Next change


5.x
<Network Capability Exposure>
5.x.1
Description and assumptions
The services and network capabilities provided by 3GPP can be exposured to the external (e.g 3rd party) and internal network functions. NEF (Network Exposure Function) is responsible for the network capability exposure and information receiving from other network functions (based on exposed capabilities of other network functions). 
The detailed description for the functionalities of NEF are specified in TS 23.501[5] clause 6.2.5.
· External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability.
· Network internal exposure to allow NFs (AMF, PCF and SMF) to share data via service based interfaces.
The detailed description for the external exposure are specified in TS 23.501[5] clause 5.20 and TS 23.502[6] clause 5.3.
Editor's note: Additional network capability categories can be defined during the study.
5.x.2
Potential requirements 
The following potential charging requirements should be supported for network capability exp2osure:

· Online and offline charging;
· Charging based on the network capability invocation or subscription for the netwokr capabilities exposure; 

5.x.3

Key issues 

5.x.3.1 
Key issue #1: < Charging for network capability exposure >
This key issue is for study on how to support the external exposure charging for the 3rd parties. 
Solutions for this key issue will study:

-
Which entity/entities in the 5G architecture is suitable to host the CTF(s) for network capability exposure;

-
The suitable charging models, e.g. API based, event based or session based charging models, for external network exposure and network internal exposure;

-
The interaction with charging system including online charging and offline charging system.
5.x.4

Solutions 

5.x.4.1

Solution#1: < Charging for network capability external exposure > 

5.x.4.1.1
Architecture description

The charging information for the network capability external exposure can be collected by NEF, interacting with the charging system, as described in Figure 5.x.4.1.1.1:  
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Figure 5.x.4.1.1.1: Architecture of Charging System interfacing the NEF

Editor's note: The reference point between NEF and OCS/OFCS are still to be completed and should be keep alignment with SA2.

5.x.4.1.2
Procedure description

The following figure 5.x.4.1.2.1 describes the charging procedure of "Device Trigger" Service, based on clause 5.2.6.1 TS 23.502 [6] description, for External exposure.   
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1. The NEF (Network Exposure Function) receives a Device Trigger Request message and checks whether the Application is authorised to send the Device Trigger based on the requester Identifier.
A. The NEF requests the Online charging system for checking whether the requester has enough quota or rate of trigger submission
2. The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM.
3. The NEF sends the Device Trigger Request to the AMF.
4. The AMF send the Device Trigger Request to the UE.
5. The NEF receive the Device Trigger Response from the AMF.

6. The NEF sends the Device Trigger Response to the Application Server.
B. The NEF reports the charging information for the Device trigger to charging System.
	End of changes
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